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subsection (r) of the Privacy Act of 1974 
(5 U.S.C. 552a), as amended, which 
requires the submission of a new or 
altered system report.

Dated: November 20, 2003. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

S257.10 DLA–G 

SYSTEM NAME: 
Standards of Conduct (February 22, 

1993, 58 FR 10854). 

REASON: 
This system is a duplicate of the 

Office of Government Ethics 
government-wide systems of records, 
i.e., OGE/GOVT–1, Executive Branch 
Personnel Public Financial Disclosure 
Reports and Other Name-Retrieved 
Ethics Program Records and OGE/
GOVT–2, Executive Branch Confidential 
Financial Disclosure Reports. Therefore, 
the DLA notice is being deleted.
[FR Doc. 03–30404 Filed 12–8–03; 8:45 am] 
BILLING CODE 5001–06–M

DEPARTMENT OF DEFENSE

Department of the Navy 

Privacy Act of 1974; System of 
Records

AGENCY: Department of the Navy, DoD.
ACTION: Notice to alter a system of 
records. 

SUMMARY: The Department of the Navy 
is proposing to alter a system of records 
notice in its existing inventory of 
records systems subject to the Privacy 
Act of 1974, (5 U.S.C. 552a), as 
amended. The alteration expands the 
records being maintained, and adds a 
new purpose for collecting the records.
DATES: This proposed action will be 
effective without further notice on 
January 8, 2004, unless comments are 
received which result in a contrary 
determination.

ADDRESSES: Send comments to 
Department of the Navy, PA/FOIA 
Policy Branch, Chief of Naval 
Operations, N09B10, 2000 Navy 
Pentagon, Washington, DC 20350–2000.
FOR FURTHER INFORMATION CONTACT: Mrs. 
Doris Lama at (202) 685–6545 or DSN 
325–6545.
SUPPLEMENTARY INFORMATION: The 
Department of the Navy’s record system 
notices for records systems subject to 
the Privacy Act of 1974 (5 U.S.C. 552a), 
as amended, have been published in the 
Federal Register and are available from 
the address above. 

The proposed system report, as 
required by 5 U.S.C. 552a(r) of the 
Privacy Act, was submitted on 
November 17, 2003, to the House 
Committee on Government Reform, the 
Senate Committee on Governmental 
Affairs, and the Office of Management 
and Budget (OMB) pursuant to 
paragraph 4c of Appendix I to OMB 
Circular No. A–130, ‘Federal Agency 
Responsibilities for Maintaining 
Records About Individuals,’ dated 
February 8, 1996, (61 FR 6427, February 
20, 1996).

Dated: November 20, 2003. 
Patricia L. Toppings, 
Alternate OSD Federal Register Liaison 
Officer, Department of Defense.

N01070–6

SYSTEM NAME: 

Employee Explosives Certification 
Program (February 22, 1993, 58 FR 
10698). 

CHANGES: 

SYSTEM IDENTIFIER: 

Delete entry and replace with 
‘NM01543–1’. 

SYSTEM NAME: 

Delete entry and replace with 
‘Explosives Handling Qualification/
Certification Program’.
* * * * *

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Delete entry and replace with ‘Navy, 
Marine Corps, civilian and contractor 
personnel involved in the process or 
evolution of explosives operations.’

CATEGORIES OF RECORDS IN THE SYSTEM: 

Delete entry and replace with 
‘Training records contain copies of the 
individual’s state driver’s license, Social 
Security Number, date of birth, home 
and office addresses, medical certificate 
stating that an individual has passed an 
exam by a doctor and is authorized to 
handle explosives, forklift/government 
driver’s license, date of exam and 
expiration date.’ 

AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

Delete entry and replace with ‘10 
U.S.C. 5013, Departmental Regulations; 
10 U.S.C. 5041, Headquarters, Marine 
Corps; OPNAVINST 8020.14/MCO 
P8020.11, Department of the Navy 
Explosives Safety Program; and E.O. 
9397 (SSN).’ 

PURPOSE(S): 

Delete entry and replace with ‘To 
record the names and training of all 
employees and their qualifications to 

work in certain categories of explosives 
operations. 

To ensure all individuals performing 
explosives inspections can validate an 
individual’s qualifications to perform a 
certain task.’
* * * * *

STORAGE: 

Delete entry and replace ‘Paper and 
electronic media.’ 

RETRIEVABILITY: 

Delete entry and replace with ‘Name 
and/or Social Security Number.’ 

SAFEGUARDS: 

Delete entry and replace with 
‘Documents are marked ‘FOR OFFICIAL 
USE ONLY—PRIVACY SENSITIVE’ and 
are only distributed to those persons 
having an official need to know. 
Computerized records are password 
protected and only accessible by those 
persons with an official need to know.’ 

RETENTION AND DISPOSAL: 
Delete entry and replace with ‘Retain 

on board and destroy three years after 
an employee terminates or is no longer 
involved in explosives processes.’
* * * * *

RECORD SOURCE CATEGORIES: 

Delete entry and replace with 
‘Individual, personnel files, physician, 
and supervisor.’
* * * * *

NM01543–1 

SYSTEM NAME: 

Explosives Handling Qualification/
Certification Program. 

SYSTEM LOCATION: 

Organization elements of the 
Department of the Navy. Official 
mailing addresses are published in the 
Standard Navy Distribution List that is 
available at http://
www.neds.nebt.daps.mil/sndl. 

CATEGORIES OF INDIVIDUALS COVERED BY THE 
SYSTEM: 

Navy, Marine Corps, civilian and 
contractor personnel involved in the 
process or evolution of explosives 
operations. 

CATEGORIES OF RECORDS IN THE SYSTEM: 

Training records contain copies of the 
individual’s state driver’s license, Social 
Security Number, date of birth, home 
and office addresses, medical certificate 
stating that an individual has passed an 
exam by a doctor and is authorized to 
handle explosives, forklift/government 
driver’s license, date of exam and 
expiration date. 
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AUTHORITY FOR MAINTENANCE OF THE SYSTEM: 

10 U.S.C. 5013, Departmental 
Regulations; 10 U.S.C. 5041, 
Headquarters, Marine Corps; 
OPNAVINST 8020.14/MCO P8020.11, 
Department of the Navy Explosives 
Safety Program; and E.O. 9397 (SSN).

PURPOSE(S): 

To record the names and training of 
all employees and their qualifications to 
work in certain categories of explosives 
operations. 

To ensure all individuals performing 
explosives inspections can validate an 
individual’s qualifications to perform a 
certain task. 

Routine uses of records maintained in 
the system, including categories of users 
and the purposes of such uses: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The DoD ‘Blanket Routine Uses’ that 
appear at the beginning of the Navy’s 
compilation of systems of records 
notices apply to this system. 

Policies and practices for storing, 
retrieving, accessing, retaining, and 
disposing of records in the system: 

STORAGE: 

Paper and electronic media. 

RETRIEVABILITY: 

Name and/or Social Security Number. 

SAFEGUARDS: 

Documents are marked ‘FOR 
OFFICIAL USE ONLY—PRIVACY 
SENSITIVE’ and are only distributed to 
those persons having an official need to 
know. Computerized records are 
password protected and only accessible 
by those persons with an official need 
to know.

RETENTION AND DISPOSAL: 

Retain on board and destroy three 
years after an employee terminates or is 
no longer involved in explosives 
processes. 

SYSTEM MANAGER(S) AND ADDRESS: 

Policy Official: Commanding Officer, 
Naval Ordnance Safety and Security 
Activity, 23 Strauss Avenue, Farragut 
Hall, Building D–323, Indian Head, MD 
20640–5035. 

Record Holder: Commanding officer 
or head of the organization in question. 
Official mailing addresses are published 
in the Standard Navy Distribution List 
that is available at http://
www.neds.nebt.daps.mil/sndl. 

NOTIFICATION PROCEDURE: 
Individuals seeking to determine 

whether information about themselves 
is contained in this system should 
address written inquiries to the 
Commanding officer or head of the 
organization in question. Individuals 
may inspect personnel certifying 
documents at local activity to which 
individual assigned. Official mailing 
addresses are published in the Standard 
Navy Distribution List that is available 
at http://www.neds.nebt.daps.mil/sndl. 

RECORD ACCESS PROCEDURES: 
Individuals seeking access to 

information about themselves contained 
in this system should address written 
inquiries to the Commanding officer or 
head of the organization in question. 
Individuals may inspect personnel 
certifying documents at local activity to 
which individual assigned. Official 
mailing addresses are published in the 
Standard Navy Distribution List that is 
available at http://neds.nebt.daps.mil/
sndl. 

CONTESTING RECORD PROCEDURES: 
The Department of the Navy’s rules 

for accessing records, and for contesting 
contents and appealing initial agency 
determinations are published in 
Secretary of the Navy Instruction 
5211.5; 32 CFR part 701; or may be 
obtained from the system manager. 

RECORD SOURCE CATEGORIES: 
Individual, personnel files, physician, 

and supervisor. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None.

[FR Doc. 03–30403 Filed 12–8–03; 8:45 am] 
BILLING CODE 5001–06–P

DEPARTMENT OF EDUCATION

[CFDA NO. 84.031H] 

Office of Postsecondary Education; 
Strengthening Institutions (SIP), 
American Indian Tribally Controlled 
Colleges and Universities (TCCU), 
Alaska Native and Native Hawaiian-
Serving Institutions (ANNH) and 
Developing Hispanic-Serving 
Institutions (HSI) Programs; Notice 
Inviting Applications for Designation 
as Eligible Institutions for Fiscal Year 
(FY) 2004 

Purpose of Programs: Under the SIP, 
TCCU, and ANNH Programs, authorized 
under Part A of Title III of the Higher 
Education Act of 1965, as amended 
(HEA), institutions of higher education 
are eligible to apply for grants if they 
meet specific statutory and regulatory 

eligibility requirements. Similarly, 
institutions of higher education are 
eligible to apply for grants under the 
HSI Program, authorized under Title V 
of the HEA, if they meet specific 
statutory and regulatory requirements. 
In addition, an institution that is 
designated as an eligible institution 
under those programs may also receive 
a waiver of certain non-Federal share 
requirements under the Federal 
Supplemental Educational Opportunity 
Grant (FSEOG), the Federal Work Study 
(FWS), the Student Support Services 
(SSS) and the Undergraduate 
International Studies and Foreign 
Language (UISFL) Programs. The 
FSEOG, FWS and SSS Programs are 
authorized under Title IV of the HEA; 
the UISFL Program is authorized under 
Title VI of the HEA. 

Qualified institutions may receive 
these waivers even if they are not 
recipients of grant funds under the Title 
III Part A Programs or Title V Program. 

Special Note: To become eligible, 
your institution must satisfy several 
criteria, including one related to needy 
student enrollment and one related to 
average Educational and General (E&G) 
expenditures for a particular base year. 
Because we changed the collection 
processes for determining the thresholds 
for these two criteria, we do not have 
base year data beyond 2000–2001. In 
order to award FY 2004 grants in a 
timely manner, we will use threshold 
data from the base year 2000–2001 
rather than a later base year. In 
completing your eligibility application, 
please use data from the base year 2000–
2001. 

Eligible Applicants: To qualify as an 
eligible institution under the Title III, 
Part A Programs or the Title V Program, 
an accredited institution must, among 
other requirements, have an enrollment 
of needy students, and its average E&G 
expenditures per full-time equivalent 
(FTE) undergraduate student must be 
low in comparison with the average 
E&G expenditures per FTE 
undergraduate student of institutions 
that offer similar instruction. To be an 
eligible Hispanic-Serving Institution, an 
institution must— 

(1) Be accredited or preaccredited by 
a nationally recognized accrediting 
agency or association that the Secretary 
has determined to be a reliable authority 
as to the quality of education or training 
offered; 

(2) Be legally authorized by the State 
in which it is located to be a junior 
college or to provide an educational 
program for which it awards a 
bachelor’s degree; 
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